Ensuring the privacy, security, and confidentiality of personal health information is an ongoing challenge. As health record information grows in size and complexity, healthcare professionals must develop their skills and responsibilities in response. Join AHIMA to gain access and discounts on the products and services you need to commit to keeping health information remains private, and secure!
2016 Privacy and Security Products and Resources

CERTIFICATION:
Certified in Healthcare Privacy and Security (CHPS) Credential

PUBLICATIONS:
Introduction to Health Information Privacy & Security
Product Number: AB109912
Member Price: $69.95 | Nonmember Price: $84.95

HIPAA By Example, 2nd Edition
Product Number: AB121113
Member Price: $59.95 | Nonmember Price: $69.95

ONLINE EDUCATION
HIPAA Privacy and Security Course
Created by leading privacy expert, Professor Daniel Solove, with the aid of Paul Frisch, a seasoned regulator and consultant, these three courses bring HIPAA to life by pointing out HIPAA’s key components, showing how the various parts of the regulation work together, explaining the regulation in easy to comprehend terms, and demonstrating how HIPAA applies to various situations.

1. HIPAA Privacy: The Pillars of a Privacy Program
2. HIPAA Privacy: Rights and Responsibilities
3. HIPAA Security: Safeguarding Personal Health Information

Certified in Healthcare Privacy and Security (CHPS) Exam Prep Course
Prepare to sit for the CHPS certification exam at your pace with these online courses that focus on the domains covered in the exam:

Course 1 and 4—Ethics, Regulation, Investigation, and Compliance
Course 2—Program Management and Administration
Course 3—Information Technology/Physical and Technical Safeguards
Course 5—CHPS Patient Rights

CONFERENCES AND WORKSHOPS:
http://www.ahima.org/events

• May 17–19 CHPS Exam Prep Workshop / Chicago, IL
• 2016 Privacy and Security Institute / Baltimore, MD
• December 7–9 CHPS Exam Prep Workshop / Las Vegas, NV

2016 VIRTUAL MEETINGS:
• Virtual Privacy and Security Academy Series:
  - Advanced Breach Management | April 27
  - HIPAA Compliance for Business Associates | August 17
  - Advanced Business Associate and Subcontractor Management | November 9

2016 WEBINARS:
http://www.ahima.org/education/webinars

• Conquering the Privacy Risk Assessment with IG Principles for Healthcare: Practical Steps for HIM Professionals | April 12
• Data Use—Methods for De-identification of PHI under HIPAA | April 26
• Business Impacts of Information Privacy and Security—Lessons learned from HIPAA enforcement actions | June 14
• Five Mobility Shades of Shadow IT—What Scares IT Security and Why Security Awareness Programs Are Key | October 25
• Maintaining Information Security throughout the ROI Process | December 13

2015 WEBINAR REPLAYS AVAILABLE:
https://www.ahimastore.org/ProductList.aspx?CategoryId=1334

• How to Avoid Greatly Increased Liability in the Business Associate Relationship
• How to Use the HIPAA Breaches After the Omnibus Rule
• Preparing for PHI Request for Restrictions
• How to Handle HIPAA Security Breaches Properly
• The Anatomy of a Preventable Breach
• Mobile Device Security
• Verifying the Three Rights of ROI in EHR Environments
• Driving Information Governance—Compliance, Security and Privacy as a Base for IG
• The Patient Portal: A Practical Guide to Addressing the Issues You Will Face

AHIMA RESOURCES
Find the following AHIMA HIM Body of Knowledge.

PRACTICE BRIEFS:
• Implementation and Management of Patient Portals
• Accounting and Tracking of Disclosures of Protected Health Information
• E-Discovery Litigation & Regulatory Investigation Response Planning
• HIE Management and Operational Considerations
• HIM Best Practices for Engaging Consumers in Their Overall Healthcare
• Homeland Security Act, Patriot Act, Freedom Information Act, and HIM
• Implementation and Management of Patient Portals
• Management Practices for the Release of Information (Updated)
• Managing a Patient’s Right to Request Restrictions of Disclosures to Health Plans
• Mobile Device Security (Updated)
• Navigating a Compliant Breach Management Process
• Release of Information for Marketing or Fundraising Purposes (Updated)
• Understanding the HIE Landscape (Updated)
• Performing a Breach Risk Assessment
• Laws and Regulations Governing the Disclosure of Health Information (Updated)
• A HIPAA Security Overview (Updated)
• Redisclosure of Patient Health Information (Updated)
• Security Risk Analysis and Management: An Overview (Updated)
• Privacy and Security Audits of Electronic Health Information (Updated)
• Requirement for the Disclosure of Protected Health Information (Updated)
• Securing Wireless Technology for Healthcare
• Guidelines for a Compliant Business Associate Agreement
• Retention and Destruction of Health Information
• Privacy and Security Training (Updated)
• Sanction Guidelines for Privacy and Security Violations (Updated)
• The 10 Security Domains (Updated)
• Notice of Privacy Practices (Updated)
• Patient Access and Amendment to Health Records (Updated)
• Regulations Governing Research (Updated)
• The Privacy and Security of Occupation Health Records
• Protecting Patient Information after a Facility Closure (Updated)
• Mobile Device Security (Updated)
• Preemption of the HIPAA Privacy Rule (Updated)

TOOLKITS (FREE for AHIMA members!)
• Patient Portal Toolkit
• Breach Management Toolkit
• Disaster Planning and Recovery Toolkit
• Release of Information Toolkit

SAMPLE JOB DESCRIPTIONS
• Privacy Officer
• Information Security Officer
• Vice President of Security

ANALYSES
• AHIMA HITECH FAQs
• AHIMA Analysis of the Final Omnibus Rule

 PERSPECTIVES IN HEALTH INFORMATION MANAGEMENT (PHIM)
 • Redefining the Health Information Management, Privacy and Security Role
 • Protective Measures for Private Health Information
 • The First Anniversary of the Health Information Technology for Economic and Clinical Health Act: The Regulatory Outlook for Implementation
 • What Caused the Breach? An Examination of Use of Information Technology and Health Data Breach
 • Patient Access to Personal Health Information: Regulation vs. Reality
 • Administrator Enhancing Practice Efficiency and Patient Care by Sharing Electronic Health Records
 • Administrator The Blue Button Project: Engaging Patients in Healthcare by a Click of a Button
 • Leveraging the Cloud for Electronic Health Record Access

For more information, call (800) 335-5535, or visit the AHIMA website at ahima.org/join.